Risk: Getting appetite right*
Prior to the crisis, banks often saw their risk appetite framework as a safeguard against exactly this eventuality. It failed because of problems in both its design and its application. Design was poor because some key risks to the bank were not captured, such as the business model’s reliance on cheap wholesale funding, or exposure to the unravelling of inflated property prices. Application was often weak because, culturally, some institutions became too focused on upside opportunity and neglected downside risk – in some cases, even deliberately ignoring it when challenged.

Despite this, the concept of risk appetite remains sound. It’s just a formalisation of very basic business principles – making risk-taking explicit, taking conscious decisions based on risk-reward trade-offs, outlining and understanding the potential for different outcomes of business decisions, and deciding whether the risk to the bank’s earnings, solvency, liquidity and other factors like reputation fall inside the parameters with which management, shareholders and other stakeholders are comfortable.

Banks now need to do a better job of making this work in practice. Even institutions that are currently able to pat themselves on the back will need to extend their risk appetite frameworks to include considerations like funding risk and the liquidity risk in trading portfolios – both of which have emerged as life-threatening exposures during the last 18 months. Increasingly, regulators also see risk appetite as the organising principle around which a lot of newer requirements are based. There should be no room for complacency. The best place to start reviewing risk appetite frameworks is with a good understanding of the shortcomings highlighted by the crisis.

Risk identification was incomplete

Banks often look at risk types as though they exist in a vacuum. Credit risk, market risk and operational risk attract separate capital charges and this has helped to support an organisational model in which the three teams are largely separate, with risk measurement and management
frameworks that drill down into the separate business lines.

In theory, connections between the risk types should become apparent at the risk committee level for each business, or higher up the reporting and governance chains. In practice, these things can be difficult to spot from 30,000 feet. Historically, insufficient weight was given to liquidity risk and its linkages with credit and market risk. Many banks walked unknowing into severe difficulties because they didn’t anticipate the way in which rising defaults in structured products like collateralised debt obligations (CDOs) affected the market value of those assets: credit deteriorated more rapidly than investors had expected, causing a collapse in asset valuations as buyers fled the market – in other words, credit risk, market risk and liquidity risk overlapped and reinforced each other.

Banks thought they had captured the credit risk correctly. As a consequence, they were unprepared for a sudden collapse in asset values and had not considered a scenario in which they would be unable to sell their stocks of structured credit. The risk appetite they had set for the credit business was out of step with the real risks involved.

In order to address these issues, banks will need to do three things. First, the operational silos that exist between risk types and also across business lines will need to be broken down far more effectively. There’s no magic bullet here – risk and business line managers should be encouraged to think far more holistically and creatively about the range of issues that could impact their value, rather than boxing those issues away. This is not a new message – advocates of enterprise risk management have been talking about breaking down silos of risk for years, but the crisis suggests that much more work needs to be done.

One step could be to redesign existing reporting structures, in which most information flows vertically and is only aggregated, compared and discussed when it reaches a relatively high level. At these more senior levels, management may not be aware of some of the complexities and intricacies that come into play – for example, only the institutional salesforce would have been aware of just how reliant investors were on credit ratings, and only structured credit desks could have grasped the complex interconnections between defaults, market prices and marketability of those assets. Neither group was effectively empowered to spot and report these problems.

Second, banks will need to expand the scope of their appetite-setting exercise to consider how reliant they want to be on different funding sources. The industry has had to learn this discipline rapidly during the crisis. In future, banks are likely to face specific – and taxing – regulatory requirements in this respect. The UK’s Financial Services Authority has already released a consultation paper which would call for banks to conduct periodic stress tests of their exposure to liquidity risk, based around the notion of liquidity risk appetite.

Third, there needs to be an acceptance that risks will not always be perfectly measured. Stress tests and scenario analysis can help banks gauge their ability to cope with surprises (see box) and new, emerging risks.

‘Supervisors should determine whether a bank has in place a sound firm-wide risk management framework that enables it to define its risk appetite and recognise all material risks, including the risks posed by concentrations, securitisation, off-balance sheet exposures, valuation practices and other risk exposures.’

*Basel Committee on Banking Supervision, January 2009*.

---
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Risk identification and measurement will always be somewhat inexact. The performance of a portfolio of assets is determined by such a wide range of variables that some will inevitably be overlooked, underestimated or the relationships between them misunderstood.

As such, banks need to embrace more creative forms of risk management which blend expert judgement with quantitative rigour. Sensitivity analysis involves taking a single position, a portfolio of assets or an entire business, examining its key risk drivers and then asking, ‘What happens if there are movements in individual risk drivers...?’

For example, ‘What happens to this CDO if the diversification benefit is far smaller than we have assumed?’ or, ‘What happens to our mortgage lending business if the unemployment rate reaches 8%?’

Scenario analysis is a related exercise which asks bigger questions and calls for participants to game out the various impacts of an event – for example, an 18-month recession described in terms of various parameters like interest rates, consumer spending, corporate defaults and unemployment, or a liquidity squeeze in which wholesale funding becomes scarce and rockets in cost. Historical experience can provide a starting point but good stress testing takes into account how the economy is likely to behave differently from the past and how, for example, customer behaviours have changed.

Both types of exercise should be used to help an organisation understand how resilient it would be in the event of a nasty surprise. As the current crisis has shown, the events which lurk outside the bounds of an organisation’s risk appetite are not just somewhat more painful – they can be catastrophic.

Linking information and action

Risk appetite is useless if it doesn’t shape the risk-taking behaviour of an institution. Once the overall appetite has been set, the everyday process of gathering and reporting risk information – such as the performance of loan and trading portfolios – should help the organisation keep tabs on how it is performing relative to its stated targets. Crucially, the risk appetite framework must also include mechanisms to force the risk profile back within desired parameters and include an early warning system to alert the bank to changes in the underlying risk profile. Management needs to understand the sensitivities and monitor those drivers so that they buy time to react.

Quite often, businesses will not be taking enough risk to support the bank’s earnings goals – a relatively common problem in organisations with a conservative culture, like retail banks. Conversely, it might also emerge that too much risk is accumulating in a particular business unit. What ought to happen is that ongoing review enables management to encourage more or less risk-taking as appropriate.

Banks also need to learn to take seriously the information generated by sensitivity analysis and scenarios. Many institutions were using these methods prior to the crisis but, in some cases, the scenarios involved – despite being strikingly close to the actual events of the past two years – were dismissed as unrealistic or alarmist by the business lines. In order for these exercises to be helpful, there needs to be another step – executive teams and boards of directors should discuss the organisation’s contingency plans in light of the information provided.
Many banks find it difficult to operationalise these linkages between risk appetite and risk-taking behaviour. This depends, to an extent, on the points made earlier – if the information fed to the bank’s decision-makers is not correctly capturing the risk then they could, in effect, be driving blind. But assuming that the information is sound, board members and senior executives need to know that when they trim or raise risk limits, it actually translates into different risk-taking behaviour within the businesses.

Providing challenge

An important piece of the puzzle is the involvement of board members, and particularly non-executives. The board plays a vital oversight role but its ability to challenge management is severely limited if it lacks relevant expertise, and the crisis has highlighted the extent to which even experienced bankers were out of touch with practices that had huge ramifications for an organisation’s overall exposure – the role played by structured investment vehicles in funding, for example, or the liquidity puts that allowed investors to sell CDOs back to the issuing bank.

Another example – Value at Risk (VaR) modelling – is worth discussing in a little more detail because it goes right to the heart of the risk appetite-setting exercise. The VaR numbers were typically used to help board members and senior executives understand the amount of risk that trading businesses were running, but those numbers are only supposed to provide a guide to the probable maximum losses during normal trading conditions (at a given level of confidence). When markets are under extreme stress, maximum losses can exceed VaR by 20% or 200% (the models provided no guidance to what happens in the tail or when the earnings distribution changes shape) but while these limitations would have been well understood in the risk function, they were not always recognised at a more senior level and came to be seen as a concrete articulation of the bank’s worst-case loss. Of course, losses have far exceeded VaR on a regular basis.

There is a big overlap here with the risk identification component of the risk appetite framework – a bank’s oversight functions could have all the expertise in the world, but if they are not getting timely and relevant data, they will be hamstrung.

Still, everyone involved in some form of oversight role – not just the board, but also members of the various risk committees – needs to have a more complete understanding of the bank’s businesses and their underlying risks. It’s unrealistic to expect everyone to be an expert, but there has to be enough knowledge to ask tough questions and to know when the answers merit further investigation. In addition, the mechanisms through which challenge occurs need to be revised and upgraded so that scrutiny is brought to bear far more consistently and regularly. It’s not acceptable, as was the case at one large investment bank, for the board risk committee to meet just twice a year during a time of crisis.

Finally, it’s worth noting that compensation is still the most direct lever with which a bank can influence employee behaviour. If the remuneration structure encourages excessive risk-taking, then any risk appetite exercise will be flying into a strong headwind.

‘Compensation incentives should be based on performance and should be aligned with shareholder interests and long-term, firm-wide profitability, taking into account overall risk and the cost of capital...In some of our other proposals on compensation, we suggest that compensation incentives should in no way induce risk-taking in excess of the firm’s risk appetite, and that payout of bonuses should be carefully related to the timing of risk-adjusted profit.’
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‘A lot has to do with the risk appetite which is set by the management and the board. Whenever a strategy is drawn up, either implicitly or explicitly – in the case of Lloyds it is very explicit – we set risk parameters and a risk appetite. That includes liquidity risk, credit risk, market risk and so on. Then we put in a governance structure that rigorously monitors and measures, so whenever we get close to a limit we examine it carefully and then we see whether we want to make the necessary adjustments.’

Eric Daniels, Group CEO, Lloyds TSB, speaking at a Treasury Select Committee meeting, 11 February, 2009.

3 http://www.publications.parliament.uk/pa/cm200809/cmselect/cmtreasy/uc144_viii/uc14402.htm

Bringing it all together

Getting risk appetite right requires banks to successfully tackle a series of imperatives. Missing all or any of them will fatally undermine the framework.

• Risk appetite has to be true to the shareholder promise that drives strategy. The idea is to avoid taking so much risk that the bank’s goals are damaged or so little that it falls short of its targets – so the starting place has to be a detailed appreciation of what the bank wants to do.

• All of the material risks and risk dependencies affecting the bank’s businesses need to be properly accounted for in the overall appetite. As the crisis has shown, if key risks are ignored, organisations can be exposed to life-threatening events.

• Risk appetite has to cascade down through the bank, with the overall tolerance for risk sub-dividing into a series of thresholds – to act as an early-warning system – and limits, to trigger more immediate corrective action. Limits should be set at the business unit level – and lower where appropriate. All limits need to be communicated clearly to business management and the various control and oversight functions.

• Management information needs to keep the various levels of the organisation (both management and oversight) up to date on how the bank is performing against its appetite and to ensure that action is taken when too much – or too little – risk is being taken.

• Performance measures and rewards must take account of risk.

• Control and oversight functions need to have both bark and bite. They must be listened to and they must be able to force some kind of review or action when they have concerns.

Pulling all of these elements together is easier said than done – but it can be done – and banks will increasingly be expected to place this kind of framework at the heart of their business.