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RIMS
Like many risk managers, Michael  
Liebowitz began his career work-
ing for an insurance company, in his 
case at the old Cigna, back when the  
insurer sold property and casu-
alty insurance (the business was later 
spun off and sold to ACE in 1999) 
in addition to its core health insur-
ance products. Liebowitz worked for 
Cigna’s claims operation as an out-
side adjuster, a position he later held 
at Home Insurance Company and 

two smaller insurers. Having honed his knowledge of insurance and risk 
management—claims adjusting is a great way to get to the root causes 
of losses—Liebowitz signed on as risk manager at New York University’s  
Medical Center. Two years later, he became the risk manager at Bridgeport  
Hospital in Bridgeport, Connecticut, returning to NYU in 2006 to  
oversee and manage the educational institution’s full gamut of global 
risks. 

A highly engaging person with a quick wit, Liebowitz sat down recently 
with RIMS to discuss his journey implementing ERM throughout the 
complex organization.

RIMS: One would think that an esteemed university as vital and sig-
nificant as NYU would have embraced ERM a long time ago. But, as we 
understand it, you introduced the program only four years ago. What 
took so long?

Liebowitz: Funny you should ask. The impetus for ERM was that we had 
little more than a broken-down insurance department when I was hired 
here nine years ago. The department bought insurance and handled some 
claims—that was pretty much it on a day-to-day basis. I quickly insti-
tuted a risk management component, and we were now called the `insur-
ance and risk management department.’ But, we really weren’t practicing 
risk management. 

RIMS: So it was just `risk management’ in name only.

Liebowitz: Correct. I started bringing up the subject of ERM my second 
year here and was immediately told to let it go. `That’s nothing but three 
letters,’ my boss said. `We’re not doing it.’ But, I don’t easily take `no’ 
for an answer and am a pretty tenacious guy, especially when I know 
something is right. 

RIMS: And ERM was right. So what did you do next?

Liebowitz: I told him that someday the board would be asking for ERM. 
`Just wait and see.’

RIMS: What made you say that?

Liebowitz: Because I could see that we had a lot of debt. (Writers note: 
In 2010, NYU reportedly had the highest student debt load in the nation). 
Having been a former RIMS president, I knew that ratings agencies like 
S&P and Moody’s were developing strategic and operational risk criteria. 
And they would eventually come into this organization to test how well 
we were managing our risks based on the new criteria. Finally, about four 
years ago, the senior management team did as I predicted they would. I 
was told to develop ERM and have a good time doing it.

RIMS: So you were off and running.

Liebowitz: Not exactly. I was told to implement ERM just in finance to 
start, and I was given no extra money or staff to do it. Nevertheless, it was 
a beginning. So I took our existing risk management structure, what there 
was of it, and altered it according to ISO 31000. We built the framework 
by answering the usual questions like `What keeps you up at night,’ and 
then developed the risk taxonomies and scoring methodologies. The pro-
gram has continued to evolve since then.
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RIMS: In what ways has it evolved?

Liebowitz: About 18 months after we started, our audit committee chair 
came to me and said we really needed to expand our thinking and imple-
ment ERM not just across the organization here in New York City, but 
across NYU’s operations worldwide. Bear in mind that NYU is a mega-
operation. We’re really nine or ten different entities. The undergraduate 
school has its own identity, as does the business school and the law school 
and the art school, and so on. Each has its own administrative tower with 
different operations and management. Layer on top of this 13 wholly 
owned international sites in Sydney, Shanghai, Abu Dhabi, Florence Italy 
and other global locations—all of them brick-and-mortar, on-the-ground 
campuses offering the same degrees we offer here. It was a big request, 
needless to say.

RIMS: And you didn’t buckle under the strain?  

Liebowitz: Not really, because it was the right direction for us to take. I 
just needed to take a very big task and make it simpler in execution, level-
ing the playing field somehow. I did that by coming up with a common 
taxonomy so everyone around the world would be using the same lan-
guage to classify risks. We put together educational slide decks so people 
could understand and learn about the ultimate risks. This way my reports 
to senior management would have greater consistency and utility. We also 
identified someone in each organization as the risk champion. Whether 
they were in China or Dubai, they all worked off the same rulebook to 
know what their deliverables were. But, how they chose to operationalize 
risk management in their organizations was left up to each of them.

RIMS: So everyone played by the same rules, but found different ways to 
manage risk based on their respective operations?

Liebowitz: Yes, that’s why we chose ISO 31000 and not the COSO 
Framework, which is more restrictive. We needed more flexibility, given 
the cultural complexity of our global organization. We then used technol-
ogy to manage it all, purchasing an enterprise technology platform for 
global users. While (campuses in) Abu Dhabi and Shanghai have their 
own data and can’t see each other’s data for security purposes, I can see 
everybody’s data. 

RIMS: Who else does the data flow to?

Liebowitz: Twice a month, senior leadership at the different organizations 
worldwide views a dashboard that is developed specifically for them. On 
it is a graph, for instance, that shows them the percentage of completed 
risk mitigations. Say it says `20 percent’ are completed. They can click on 
that section and see which risks remain to be mitigated, then drill down 
further into the data to learn the reasons for the slowdown. 

RIMS: Do each of the dashboards combine at some point into a cohesive 
set of risk-based information?

Liebowitz: Yes, everything is stored in our ERM data warehouse. Using 
the previous example, I can see the percentage of completed risk mitiga-
tions across the enterprise. I then base my reports to senior management 
on this information. 

RIMS: What’s next on the agenda?

Liebowitz: Some sites aren’t as sophisticated as other sites, and we still 
need to provide a bit of handholding to get them to submit what we need. 
But, we’re only halfway into the implementation. We’ve got another four 
more years to go. Right now, our technology solution is rolled out to only 
30 percent of the enterprise, and only half of them have their data in it. 
It’s expensive to give everyone a license, so we plan to do some of this 
internally for the time being. 

RIMS: Based on your experience to date, do you have some advice to pass 
on to other risk managers, particularly those at the onset of implementing 
an ERM program?

Liebowitz: Know where your exposures are first. Then, you can align 
your operations to mitigate them. Sounds easy, but it isn’t. We have two 
campuses—I’m not going to tell you which ones—that had very different 
experiences. In one, all the exposures were identified as best they could; 
in the other it took much longer to figure them out. The first campus was 
up and running with ERM from day one, whereas the second continues 
to endure fits and starts. My advice is to realize that this is a process that 
takes time. Patience is needed.

RIMS: Looking forward to the next four years of implementing the pro-
gram, what are some of the key priorities?

Liebowitz: Well, the first priority is to keep the train moving forward, 
getting each or our organizations to focus more closely on risk mitiga-
tion. Right now, it seems we’re spending 80 percent of our time doing 
risk identification and analysis, and 20 percent doing risk mitigation. I’d 
like to get to a better ratio, whatever that is—50-50 or 20-80. We now 
have more oversight from the board, and they have more responsibility 
for what we are doing. That’s a good thing. And we have better reporting. 
The truth is we’ve come a long way in a pretty short time.


